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Notes on this GISMS1.0 Rev.1: 
 

1. This revised GISMS companion consists of PART I and PART II, which 
have jointly been prepared by NiDA and JICA experts between November 
2008 and November 2009 under the Project for "Capacity Development on 
ICT Management at NiDA". 

 
PART I Additional Documents (prepared in 2009)……………………....5 
 
  SECTION 1 GISSC Fundamental Policies………..……………………7 
  SECTION 2 GISSC……………………………………………...………13 
  SECTION 3 Office Information Security Check Book……..…………27 
  SECTION 4 Presentation Materials……………………………..……..35 

 Government Information Security Standard Criteria 
Introduction…………………………………………….35 

 Information Asset Classification……………..………51 
 Ten Major Threats………………………...…………..89 
 Role of CamCERT of ISMTT…………..…………..123 
 CamCERT Activities 2009………………………….143 
 Roadmap to Government PKI Introduction……….175 

 
PART II GISMS1.0 (released in November 2008)………………..…….187 
 

SECTION 1 Government Information Security Management 
  System………………………………………………..….191 
SECTION 2 Government Information Security Management 
 System Policy……………………………………………213 
SECTION 3 Government Information Security Management  
 System Manual……………………………………….….217 
SECTION 4 Government Information Security Management  
 System Risk Check……………………...………………231 

  SECTION 5 Government Information Security Rule………….……255 
  SECTION 6  The Statement of Promise For Government  
 Information Security……………………………….…….275 

 
 

2. Information Security at Government Level will developed as envisioned in 
the next page, i.e. “Proposed Government Information Security 
Strengthening Initiatives”. 
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